|  |  |  |
| --- | --- | --- |
| **Operational Coordination** | **Cybersecurity** | **Workforce** |
| **Regional Priority:** Regional coordination of capabilities and resources for an effective operational response to threats in the National Capital Region (NCR). | **Regional Priority:** Regional approach to prevention, mitigation, and response to cyber events. | **Regional Priority:** A quality, diverse, and effective workforce across public safety disciplines in the NCR, with an emphasis on recruitment, retention, mental wellness, and leadership development. |
| **Future State Outcome:** Strengthened regional governance, policies, and processes for coordinated response operations during large-scale, multi-jurisdictional incidents. | **Future State Outcome** Mechanism and associated governance to increase the coordination of cyber threat analysis across the region and the sharing of time-sensitive information on cyber events with regional partners. | **Future State Outcome:** Identification of challenges and solutions to workforce recruitment, training, and retention across public safety disciplines. |
| **Future State Outcome:** Coordinated regional information-sharing and integration of intelligence analysis among regional stakeholders, before, during, and after incidents. | **Future State Outcome:** Regional methodology to strengthen critical infrastructure against cyber events, including cross-discipline and cascading supply chain impacts. | **Future State Outcome:** Regional commitment to new and ongoing mental health and wellness initiatives in the public safety disciplines. |
| **Future State Outcome:** Standardized regional governance, policy, and equipment for the operationalization and maintenance of interoperable communications. |  | **Future State Outcome:** Leadership development training for future leaders in public safety disciplines to ensure an ongoing commitment to regionalism, knowledge sharing, and succession planning in the NCR. |